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PRODUCT NAME: Compaq TeMIP CORBA Agent V4.0 for Tru64 UNIX SPD 80.28.00

DESCRIPTION

COMPAQ TeMIP for Tru64 UNIX is a family of
software products for the management of
telecommunications and corporate networks,
including fixed wire and mobile/cellular, voice and
data, multi-vendor, multi-technology networks. TeMIP
V4.0 provides comprehensive off-the-shelf fault and
trouble management functions such as Alarm
Handling and Event Logging for telecommunications
network management.

TeMIP supports the International Standards
Organization (ISO) management standards ISO
10164-x and ISO 10165-x, the OMNIpoint 1 standards
as defined by NMF and T1M1. TeMIP and its features
are applicable in the context of the International
Telephone Union-Telecommunication Standards
(ITU-T) X.73x and Telecommunication Management
Network (TMN) M.3010 and M.3100
Recommendations. It gives network operators a
global view of their networks, and enables them to
activate management functions and operations from
single or multiple workstations.

TeMIP is built on top of the TeMIP Framework and
fully benefits from the object-oriented and truly
distributed software architecture.

The TeMIP CORBA Agent V4.0 is part of this
program. It provides an access mechanism to any
TeMIP Entity managed by some TeMIP management
module. The access is based  on the widely accepted
and available CORBA communication middle-ware
technology. CORBA stands for Common Object
Request Broker Architecture. CORBA is an emerging
protocol that is becoming in great demand for use in
the distribution of applications and with classical
manager-agent relationships, especially at the service
management level.

The TeMIP CORBA Agent V4.0 allows external
applications to access TeMIP through a pure CORBA
IDL interface in accordance with CORBA 2.1
standard. In order to guarantee the interoperability
with any CORBA Client, the inter-ORB communication
called IIOP (Internet Inter-ORB Protocol) is used.

Moreover the CORBA Agent offers the option to use
IIOP over SSL (Secure Socket Layer) to secure the
access for external client applications to TeMIP.

The TeMIP CORBA Agent relies on the ORBIX 3.0.1
Object Request Broker (ORB) from IONA. It requires
the ORBIX Run-time that is embedded in the TeMIP
Framework and is installed in a transparent way. It is
important to notice that the external applications
accessing TeMIP objects can run on any platform and
be based on any ORB.

COMPONENTS

The TeMIP CORBA Agent V4.0 is made of the
following components:

• The TeMIP CORBA Agent server that processes
the external requests for accessing TeMIP
objects.

• The IONA OrbixSSL development package that
provides a secure communication link based on
CORBA security mechanisms between the
external CORBA client application and the TeMIP
platform.

FEATURES

TeMIP CORBA Agent Server  

• The TeMIP CORBA Agent server is a self-
contained executable. It is enrolled on the
platform as a TeMIP Management Module named
TEMIP_CORBA_AGENT_FM. It offers self-
management services that allow to:
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- Publish the TeMIP CORBA Agent Interoperable
Object Reference (IOR). This information is
required by the external CORBA Client
applications to access TeMIP.

- Provide information related to the connections
with the CORBA Client applications  (login
failures counters, connected clients counters,…).

- Provide main SSL configuration information.

Note that most of the self-management services
are similar to the TAL server ones.  For details,
please consult the TeMIP Framework SPD.

• The TeMIP CORBA Agent implements an IDL
specification that defines the TeMIP Call interface
in synchronous mode. The IDL interface is coarse
grain and generic. It provides access to all the
TeMIP objects through a single CORBA object.

The IDL interface directly reflects the C++ TeMIP
call request interface provided by Visual TeMIP.
Note that the ASCII synonym feature is
supported, i.e. the IDL interface allows one to
provide TeMIP Entity specifications in the ASCII
synonym form.

The TeMIP Call IDL is self-documented so that it
is directly usable by users developing TeMIP
CORBA Agent client applications. It is also
provided in HTML format in the documentation
subset of the TeMIP CORBA Agent software kit.

ORBIX SSL package  

Security in the TeMIP V4.0 CORBA Agent is based on
the introductory CORBA security solution, i.e. IIOP
over SSL that provides Common Secure
Interoperability Level 0 (CSI0). If secure
communication links with external CORBA
applications are required, the ORBIX SSL package
subset must be installed.

SSL satisfies the security requirement for the CORBA
Agent since it provides the three essential ingredients
of secure communications: authentication, privacy
and integrity.

Authentication  

Server authentication is important for external client
applications to be sure that they are actually
accessing the TeMIP platform and not an impostor.
Client authentication is also important to guarantee
that the TeMIP platform is accessed by external
applications corresponding to trusted TeMIP users.

For authentication:
• SSL is based on asymmetric public key

cryptography (e.g. RSA).
• Certificate files are required that contains for

each peer <its identity, its public key, the
signature of a certificate authority>.

The client certificate is mapped to a TeMIP user name
so that the incoming TeMIP call is executed in the

TeMIP platform with the privileges of the matched
TeMIP user.

Regarding the TeMIP CORBA Agent certificate, a
same certificate can be used for all TeMIP directors
where the TeMIP CORBA Agent will be running; or a
different certificate may be created on each TeMIP
director. This choice is left to the user.

Confidentiality  

SSL uses symmetric cryptography to ensure
confidentiality of data communications (e.g. DES) in a
performant way. In symmetric cryptography both
parties use the same secret key to encrypt and
decrypt the data.

Integrity  

SSL adds a message authentication code (MAC) to
each message that allows the receiver to detect
corrupted or deliberately changed message.

Access Control  

The access control is delegated to TeMIP security
and its Access Control Views.

DOCUMENTATION

For additional information, refer to:

• The TeMIP Call IDL interface available in HTML
format. It is installed through the Documentation
subset of the TeMIP CORBA Agent V4.0
software kit.

• The OrbixSSL documentation is available at the
following WebSite:
http://www.iona.com/docs/manuals/orbixotm/30/
pdf/orbixsslc++30_prog.pdf

HARDWARE REQUIREMENTS

DIGITAL Personal Workstation au series
DIGITAL Ultimate Workstation
AlphaStation 600
Compaq Professional Workstation XP1000

AlphaServer 800, 1000A, 1200
Compaq AlphaServer DS10, DS20

AlphaServer 2000, 2100, 4000, 4100

Compaq AlphaServer ES40
AlphaServer 8200, 8400

Compaq AlphaServer GS60, GS140

Disk Space Requirements:

Disk space required for installation:

Subset copy: 8,500 Kbytes

Installation: /usr 9,600 Kbytes
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Disk Space Required for Use (Permanent):

No specific requirement

Memory Requirements:

For run-time systems:
The minimum memory supported, due to a TeMIP
Framework prerequisite, is 128 MB.

However, the use of this software in conjunction with
increased memory improves performance.

SOFTWARE REQUIREMENTS

For run-time systems:

• Compaq Tru64 UNIX V4.0F

• TeMIP Framework V4.0 (that embeds ORBIX
3.0.1 Run-Time)

OPTIONAL SOFTWARE

none

GROWTH CONSIDERATIONS

The minimum hardware/software requirements for any
future version of this product may be different from
the requirements for the current version.

YEAR 2000 READY

This product is Year 2000 Ready.

"Year 2000 Ready" products are defined by Compaq
as products capable of accurately processing,
providing, and/or receiving date data from, into and
between the twentieth and the twenty-first centuries,
and the years 1999 and 2000, including leap year
calculations, when used in accordance with the
associated Compaq product documentation and
provided that all hardware, firmware and software
used in combination with such Compaq products
properly exchange accurate date data with the
Compaq products.

For additional information visit Compaq’s Year 2000
Product Readiness web site located at
http://www.compaq.com/year2000.  

To ensure that this product is Year 2000 Ready, code
assessment and system tests to verify the transition
between December 31st 1999 and January 1st 2000
were utilized.

To ensure that this product interoperates properly with
other hardware and software, the system tests
involving Compaq’s TeMIP V3.2 are applicable, as
this product was verified as being Year 2000 Ready.

ORDERING INFORMATION

TeMIP CORBA Agent V4.0 is ordered using the
following part numbers:

Software License: QM-6GKAA-AA

Software Media: QM-6GKAA-H8

Software Product Services: QR-6GK**-** or
QT-6GK**-**

SOFTWARE LICENSING

This software is furnished under the licensing
provisions of Compaq Computer Corporation's
Shrinkwrap License Terms and Conditions. For more
information about Compaq's licensing terms and
policies, contact your local Compaq office.

License units for TeMIP CORBA Agent V4.0 are
allocated on an Unlimited System Use basis,
independently of the machine tier on which they are
running.

The right to use TeMIP CORBA Agent includes a right
to use OrbixSSL runtime license.  Note that you can
choose or not to install the OrbixSSL subset.

This product uses the FLEXlm Software License Key
system.

A FLEXlm key must be obtained using information
provided with the license deliverable. An Authorization
ID is provided for each license, which allows the user
to generate a license key from the Compaq License
Key Fulfillment Website according to instructions
provided with the license agreement.

The License Agreement for the current version
extends the right to use prior versions.

EXPORT RESTRICTIONS

TeMIP CORBA Agent V4.0 includes 128-bit
encryption. For this reason, the International Export
Classification code for TeMIP CORBA Agent V4.0 is
5D002. Export authorisations must be requested
accordingly.

SOFTWARE PRODUCT SERVICES

A variety of service options are available from
Compaq. For more information, contact your local
Compaq office.

SOFTWARE WARRANTY

This software is provided by Compaq with a 90 day
conformance warranty in accordance with the
Compaq warranty terms applicable to the license
purchase.

The above information is valid at the time of release.
Please contact your local Compaq office for the most
up-to-date information.
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 COMPAQ, the Compaq logo, and the Digital
Logo are registered in U.S. Patent and
Trademark Office.

 X/Open, XTI and XMP are registered
trademarks of Open Software Foundation,
Inc.

 UNIX is a registered trademark in the United
States and other countries licensed
exclusively through X/Open Company Ltd.

 FLEXlm is a registered trademark of
GLOBEtrotter Software, Inc.

TM DIGITAL UNIX, Tru64 UNIX, DEC, DECnet,
TeMIP, AlphaStation, AlphaServer, and
TruCluster are trademarks of Compaq
Computer Corporation.

Other product names mentioned herein may be the
trademarks of their respective companies.

©2000 Compaq Computer Corporation
All Rights Reserved
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